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1. Introduction

Driven by recent advances in desktop computing technology, today’s
network applications have increased in speed, power and the ability to
process information. To meet the demands of these more bandwidth-
intensive applications, this switch device provides significant increase
in performancefor your Ethernet and Fast Ethernet network. The switch
comes with high number of 10/100 Fast Ethernet switched ports, each
capable of transferring information simultaneously at full wire speed to
control and allocate the network bandwidth. It also provides one Fast
Ethernet Fiber slot for uplink to fiber backbone.
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The key features of the switch units are:

» Easy Migration : With 10BASE-T, 100BASE-T support, the switch
provides anon-disruptive and smooth migration path from Ethernet
to Fast Ethernet network.

» Easy Installation : With the functions of auto-speed-sensing and
auto-negotiation on each port, the switches support plug-and-play
installation by default which eliminates configuration problems.

» Fiber Connectivity : With 100BA SE-FX dlot support, the switch pro-
vides an optional solution for fiber uplink when it is needed.

* Network Management : With the built-in SNMP and web manage-
ment software agent, the switch provides network management func-
tion for advanced applications remotely.
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1.1 Features

Designed for resolving congestion problems caused by bandwidth-hun-
gry devices and bandwidth-intensive applications aswell asahigh num-
ber of users, the switches not only adhereto the [EEE 802.3 10BASE-T,
|EEE 802.3u100BASE-TX, and 100BA SE-FX standards, but also feature:

* Nineof 10/100BA SE-TX auto-negotiation switched portsfor
flexible connections to desktop PCs, servers and hubs.

* Thel0/100BASE-TX switched ports support:
- auto speed sensing for 100Mbps or 10Mbps connection
- auto configuration with auto-negotiation devices

* One 100Mbps Fast Ethernet fiber slot supports:
- 100BASE-FX ST fiber modulefor MM fiber
- 100BASE-FX SCfiber modulefor MM and SM fiber
- 100BASE-FX MT-RJfiber modulefor MM and SM fiber
- 100BASE-FX VF-45fiber modulefor MM fiber

» Sdlf learning for network configuration

»  Storeand forward switching to ensure only good packets are forwarded
» Full-duplex or half-duplex operation support for al switched ports
» Forwarding andfiltering at full wire speed

»  Supports|EEE 802.3x flow control for full-duplex operation

»  Supports back-pressure flow control for half-duplex operation

» Supports|EEE 802.1d spanning tree protocol

» Supports port trunking function

» Supports port sniffer function

» Supports Web-based and SNM P management

» Full diagnostic LED indicatorsto indicate the power and port
status

e 19-inchrack mountable




Management Features:

Out-of-band console management via RS232 consol e port
In-band Telnet management over TCP/IP network
In-band Web-based management over TCP/IP network

In-band SNM P management
- SNMPagent RFC 1155-1157
- MIB-II, privateMIB

- SNMPtraps

TFTP - software upgrade capability




1.2 Specifications

Standard

Network ports

Consoleport
Cables

UnitLED
TPPortLED
Filteringrate

Forwardingrate

Filteringaddress
MAC addresses
Trunking

RAM buffer
Environment

Power
Dimension

|EEE 802.310BASE-T, IEEE 802.3u100BASE-TX FX

| EEE 802.3x Full duplex flow control

|EEE 802.1D Spanningtree

910/100BASE-TX switched ports

1 Fast Ethernet fiber dot for 100BA SE-FX fiber modules
1 DB9 Male connector

10BASE-T Cat. 3,4, 5 UTP cable (100 metersmax.)
100BASE-TX Cat. 5UTPcable (100 metersmax.)
100BA SE-FX Multimode and Single Modefiber
Power status

Link/Activity, Speed, Duplex/Collision status per port
14,880 ppsfor Ethernet (10BASE-T)

148.8 Kppsfor Fast Ethernet (100BASE-TX and -FX)
14,880 ppsfor Ethernet (10BASE-T)

148.8 Kppsfor Fast Ethernet (100BASE-TX and -FX)
Multicast/Broadcast/Unicast address

4K entries

2 trunks max., 4 trunking ports per trunk max.

512K bytes

Temperature 0°Cto40°C

Relativehumidity ~ 10% to 90% non-condensing
Universal power supply 100-240VAC, 47-63Hz, 25W
260x150x44.4mm (10.24x5.9x 1. 75inch)




2. Installing the Switch

The switch is designed to operate in workgroup environments without a
complicated configuration procedure. It also features an auto-sel ect 100-
240V, 50/60Hz power supply unit, which worksin most countries around
theworld.

Before connecting the supplied power cord into the switch, check to see
that the cord voltage and current rating conform to the standards of the
country of operation.

2.1 Packing List

The switch has the following components shipped with it:
*  Oneswitch unit

» OneAC power cord

*  OneRS232 consolecable

* 19-inchrack mount kit

» CDforinstalation guide, software modules, MIB file and software
operation manuals




2.2 Panels

Thefollowing figure illustrates the major components on front and rear
panels:

LED Indicators 10/100 Port Q
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CONSOLE

10/100 Port 1-9 10BASE-T/100BASE-TX Port#1 - #9
Crossover SW Crossover setting switch for 10/100 Port #9
100 Fiber Slot 100M Fiber slot for Port #9

LEDindicators LED display for power and all port status
AC power socket  Plug-in socket for AC power cord
Consoleport Connector for local console connection
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2.3 Mounting the Switches

The switches can be placed on a desktop as a stand-alone unit. Allow
enough ventilation space between the switch and the objects around it.
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10/100
FAST ETHERNET SWITCH

Desktop Mounting

For mounting the switch into a19-inch rack, apair of mounting brackets
isincluded in the pack.
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Install Rack M ount Brackets
Install the switchinto a19-inchrack asillustrated in thefollowing figure:

<«—19" Rack
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Install the Switch intoa 19-inch Rack
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3. Making Network Connections

3.1 Network Switched Ports

Thefollowing figureillustratesthe switched ports provided on the switch.
The switch comes with nine Fast Ethernet switched ports and Port #9
providestwo connection types, oneis 10/100BA SE-TX RJ-45 connector
and the other is 100BA SE-FX fiber slot. The Fast Ethernet fiber slot can
accommodate one optional Fast Ethernet fiber module.

LED Indicators 10/100 Port@
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] % v
© wenseex © @

Thefollowing tableliststhe connectors provided on each network ports:

Port # Standard

Port 1-8 10/100BASE-TX
Port 9 10/100BASE-TX

Port 9 100BASE-FX

Connector type Mark

MDI-X RJ-45 1X-8X

RJ-45 9X

(crossover SW defines RJ-45 type)
100 Fiber Slot 100BASE-FX
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10/100BASE-T X Fast Ether net Switched Ports

Each switched port supports one connection to aL AN segments. Each
segment is an independent shared network in one collision-domain.
Theconnection can beto either a10BASE-T or al00BASE-TX device.

MDI-X and M DI RJ-45Connectors

MDI-X jack islabeled [X] normally toindicate thejack isdesigned
with internal crossover function. It allows a connection to an end
station using straight-through UTP cable. MDI RJ-45 connector is
provided for easy uplink via standard straight-through UTP to
other devicethat supports MDI-X RJ-45 connector. The following
table shows the pin assignments of MDI-X and MDI RJ-45
connector respectively:

PIN# MDI-X Jacks MDI Jack

1 Rx+ Tx+
2 Rx- Tx-
3 Tx+ Rx+
6 Tx- Rx-
45,7,8 NC NC

Crossover SW

This push button switch is dedicated for Port #9 RJ-45 jack. When
pushing ON, Port #9 RJ-45 is set to MDI type.

Crossover SW Port #9 RJ-45

OFF MDI-X
ON MDI
100 Fiber Slot

Optional fiber connectivity support for Port #9. This can not be used
with RJ-45 9X jack at the sametime. Refer to section 3.3.

-13-



3.2 10/100BASE-TX Fast Ethernet Ports
The switch can support connections to the following devices:

10BASE-T or 10/100BASE-TX network cards
10BASE-T hub ports

100BASE-TX hub ports

10/100BASE-TX dual speed hub ports
10/100BASE-TX switch ports

e o o o o

Auto-negotiation Capable

The ports support auto-negotiation function when establishing a link
connection with any auto-negotiation capable device. The connection
speed and duplex mode are determined through the negotiation process
with the connected device.

Auto-speed-sensing
When connecting to a non-auto-negotiation device, half duplex modeis
used. However, the ports can auto-detect the connection speed.

Manual Configuration

The ports are configured to be enabled for auto-negotiation as factory
default. However, it also can be changed and stick to one of the follow-
ing configurations through network management operation:

10M Half-duplex
10M Full-duplex
100M Half-duplex
100M Full-duplex

e o o o

Trunking Function

The ports are configured as normal data ports instead of trunking ports
asfactory default. In order to support trunking function, any port can be
configured as a trunking port manually through network management
operation. As configured, it is no longer a data port. For more details
about trunking, refer to section 3.4.
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Flow Controal

Half-duplex mode uses back pressure flow control to prevent thereceiv-
ing buffer from being overrun by data from a source node. Full-duplex
mode usesthe 802.3x flow control standard to prevent fast Physical Ports
datatraffic from overrunning slow datatraffic.

UTP CableConnections

When making a connection to another device using straight-through
UTP cable, make sure MDI-X to MDI connection ruleisfollowed. The
following figure illustrates the pin assignments of a straight-through
UTPand acrossover UTP cable:

RJ""f PG giraight-through UTP RJ"';S plug
2 2
3 3
6 6
RJ'415 plug Crossover UTP RJ- 15 plug
2 2
3 3
6 6

Straight-through and Crossover UTP Cable

It is suggested to use straight-through UTP cables for all UTP connec-
tions. The maximum length and UTP cable categories used for the con-
nectionsto a10BASE-T deviceand 100BASE-TX deviceare:

CONNECTED DEVICE UTP CABLE USED & MAXIMUM LENGTH
10BASE-T device Cat. 3, 4,5 UTP (100 meters)
100BASE-TX device Cat. 5 UTP (100 meters)

-15-



3.3 Fast Ethernet Fiber Slot

The switch provides onefast Ethernet fiber dot. It can accommodate one
optional fiber module for your fiber connection. Depending on the fiber
interface and the types of fiber cables, the following fiber modules are
availablefor selection:

Module Connectortype Fiber cable Maximum length

800-T ST MM * 2 Km
800-C SC MM 2 Km
800-SA SC SM* 15 Km
800-S3 SC SM 30 Km
800-S5 SC SM 50 Km
800-JM MT-RJ MM 2 Km
800-JS MT-RJ SM 15 Km
800-VM VF-45 MM 2 Km

* MM : Multimode fiber cable, SM : Single mode fiber cable

Switched port #9 supports two types of connections. One typeis UTP
connection through Port 9X. The other is fiber connection through slot
FIBER respectively. Both types of connections can not be used at the
same time. Each fiber module provides optional jumpers to enable or
disable fiber connection.
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—Ea
2X 4 6K 85/ ox— M=

Port 9 Fiber slot  Port 9 RJ-45
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M oduleOutline
Thefollowingfigureillustrates an example of thefiber modules. Different
type of modulesis mounted with different fiber connector.

Module bracket Fiber Jumper

/

Fiber connector

Ji[e 6]
J2[e 6]

Fiber Module(Top view)

Fiber Jumper Setting

The jumper group J1 on the moduleis used to enable or disable the
fiber module. Thefollowing figure showsthe jumper setting defini-
tions:

I|I ON (Short) Enable fiber &
disable UTP
J1J2
Disable fiber &
olo OFF(Open) enabie UTP
J1J2

Fiber Jumper Setting

17-



Duplex M ode Setting
The duplex mode used for the fiber module is configured by software
port control settings. See chapter 5 for moreinformation.

Specifications

Standard IEEE 802.3u 100BASE-FX

Speed 100Mbps

Duplex mode Full duplex or half duplex

Wavelength 1300nm

Fiber Connectors ST, SC, MT-RJ, VF-45

Fiber cable MM 50/125mm, 62.5/125mm recommended

SM 9/125mm recommended

M odulelngallation
1. Turn off the power to the switch unit.

2. Open the cover of Fiber dot.

3. Set Fiber jumper J1.
4. Insert the module into slot until it is seated properly.

O ozeserx ©

0>
B

5. Screw the module onto the chassis securely.
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3.4 Making Trunk Connections

Two switch units can be cascaded together through any regular switched
data port on each unit when a port expansion is required. However, the
transfer bandwidth between the two cascaded portsislimited to 200Mbps
full duplex. To increase the bandwidth for the connection between two
switch units, atrunking function is implemented on the switch unit for
this purpose. Normal data ports can be configured optionally astrunking
ports through the network management operation. Two trunking ports
composes one trunk. Two switch units can be cascaded through one
trunk. The aggregated bandwidth of one trunk can be up to 400Mbps, if
2 trunking ports are used for one trunk.

The switch supports the following trunk configurations:

Configuration  Trunk Trunking ports

1 None None

2 1 Trunk [Port 1, Port 2]
3 1 Trunk [Port 7, Port 8]
4 2 Trunkl [Port 1, Port 2]

Trunk2 [Port 7, Port 8]

Refer to Console (Telnet) management chapter and Web management
chapter for more information about how to configure a data port as a
trunking port.
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The following figure illustrates an example of 2-port trunk connection
between switch A and switch B. The aggregated bandwidth of the trunk
is400Mbps.

Switch A - Trunk : port #1 , #2

X__ X 5% 7X

T
NI
PorEr 0000000000 A | | =&
10/100 ~OO0000O00OOQO 1wom
FAST ETHERNET SWITCH 3000000 0O | ]
LAMX X 6x X ox— Bm
* All crossover UTP cables One trunk
* 100 meters maximum u
AWAY
® & % \ix
123456780 K N
PowerQO 0000 OO0 Otinkiact. h‘
10100 000000000 wroom DDDE Dl
FAST ETHERNET SWITCH 0000000 Oowiencs ]
XX X X ox— B

Switch B - Trunk : port #7 , #38

Rules:

1. One switch can be configured to have up to 2 trunks and each trunk
is composed of 2 trunking ports.

2. Onetrunking port can only belong to one trunk.
3. Only one trunk can exist between two switch units.

4. Crossover UTP cables should be used at the same time for one trunk
connection. The length of each cable can be up to 100 meters.

5. When the switched data ports are enabled as trunking ports, they
can only serve trunking function, but no other data function.

6. Since the trunking is proprietary, the switches do not support trunk
connection to other brand switches.

-20-



The following figure illustrates a typical example of trunk connections
between three switch units. Each trunk isa2-port trunk.

There are two trunks existing in this example. Each has 400M bps band-
width. The top switch is configured to have two trunks and is cascaded
to four lower switch units.

3.5 Making Sniffer

ThePort Sniffer isamethod for monitor trafficin switched networks. Any
switched port can be defined as a sniffer port which can monitor one or
more port traffic. Normally, itisconnected toaL AN analyzer equipment.

When doing sniffer, configure :

M onitored Ports

Configurethe portsyou want to monitor. All monitored port traffic will be
copied to the sniffer port. Up to 8 monitored ports can be selected in the
switch.

Sniffer Port
Sniffer port can be used to see all monitored port traffic. Any port can be
configured as a sniffer port. Only one sniffer port can be configured.

-21-



4. LED Indicators

4.1 LED Panels

The switch provides comprehensive LED indicators for diagnosing and
monitoring the operation of the unit asillustrated bel ow:

123456789
POWERQ O O OO O OO O OtinkAct
10/100 XOOOOOOOOOO10100m
FAST ETHERNET SWITCH Q0000 OO O ODbuplexicol

4.2 Interpretation

Power LED : indicatesthe status of the power supplied to the switch.
Link/Act. LED : indicatesthe port cablelink and traffic activity.
10/100M LED : indicates the connection speed used

Duplex/Col. LED : indicate the duplex mode used and collision status
FX LED : indicatethefiber moduleisinstalled and active.

The LED indicators|abeled aport number on top are corresponding to a
specific 10/100BASE-TX port. The statesand indications are;

LED STATE INDICATION

Power Off Power Off

Power On Power On

Link/Act. On Link active

Link/Act. Off No active link

Link/Act. Blink Tx or Rx activities.
10/100M On 100Mbps speed
10/100M Off 10Mbps speed
Duplex/Col. On Full duplex mode
Duplex/Col. Off Half duplex mode
Duplex/Col. Blink Collision occurrences
FX On One fiber module is on.

-22-



5. Performing Network Management

5.1 Management Support

The switch is featured with management functions and can be managed
by using the following methods:

¢ Direct console connection over an RS232 cable

* Web browser softwarefrom Internet or Intranet over TCP/IP network
* Telnet softwareover TCP/IP network

¢ SNMP manager software over TCP/IP network

Thefollowing figureillustrates amanagement model diagram:

Console Management
Out-of-band Management

TCP/IP network
In-band Management

UTP Cable

/

SNMP Manager

RS232 Cable

‘

Telnet software The managed switch
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5.2 Management objects
Thefollowing table lists the management objects supported by the system:

Login
Port Status
- Port link status
- Port control status
- Port speed status
- Port duplex status
- Port flow control status

Port Statistics
- Send good, bad, abort packet counts
- Receive good, bad, drop packet counts

Administrator

® Basic Management
- IP address settings
- SNMP settings
* Advanced Management
- Spanning tree protocol settings
- Trunking settings
- Sniffer settings
® Console Port Information
- console baud rate, data bits, parity, stop bits, flow control
® Port Controls
- Port enable, disable
- Port speed setting
- Port duplex setting
- Port flow control setting
® Security Manager
- change user name
- change user password
® System Manager
- TFTP update firmware
- Reboot the system

_74-



5.3 Setting IP Address

Before performing any management operation over network, the most
important thing is to learn the detailed information about the TCP/IP
network where the managed unit islocated. Theinformationincludesthe
network address, subnet mask, and 1P of the default router. The second
thing isto assign an IP address to the managed unit when it is received
for theinstallation. A unique | P addressis used to identify each managed
device from others. Factory default IP address is 192.168.0.5. Assign
your own unique | P address to the managed switch using direct console
management before performing any in-band management operation.

When you log on to the switch console port for the first time, a sign-on
string appears and you are prompted for a console login name and pass-
word. The factory default login name isadmin and password is 123. If
you desire, you can change this password after you log on.

5.4 Console Management

Any PC running Windows 95/98/ or NT can be used as a console. Use
the supplied RS232 cable and connect the consol e port to the COM port
of your console PC. Use Windows Hyper Terminal program to perform
this out-of-band management operations.

Factory default settings of the Console port
Baud rate : 38400, N, 8,1, 0
Flow control : disabled

The consoleinterface consists of aseriesof menu list. Refer to Chapter 6
for moreinformation.
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Use the supplied RS232 cable to make the console connection directly
from aPC COM port. The pin assignments of the connection are:

Switch DTE console port 9-pin PC COM port

Pin2 RXD
TXD
DTR
GND
DSR

o0k Ww
OO DN

The console port does not support modem connection.

5.5 Web Management

Use any web browser with JAVA script support like Netscape Communi-
cator 4.x or Microsoft Internet Explorer 4.0 or later on any platform. Con-
nect to the managed unit using the IP address as URL address.

http 1/ /XXX - XXX - XXX - XXX

Refer to Chapter 7 for moreinformation.

5.6 Telnet Management

Use Telnet software to perform the management operation. The most
convenient solution is using the built-in Telnet function in a Windows
95/98/ or NT PC. Enter into DOSwindow and invoketelnet command :

>telnet XXX .XXX.XXX.XXX

to connect to the managed switch. The specified Xxx.xxx.xxx.xxx isthe | P
address of the managed switch. Refer to Chapter 6 for moreinformation.
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5.7 SNMP Management

SNM P management are performed at anetwork management station run-
ning SNMP network management application manager software with
graphical user interface.

The switch serves as an SNMP agent and provides the capabilities that
allows network administrators to set parameters and view statistical
counters defined in the standard M1B-11 and private MIB.

The supported MIBsareavailablein the supplied CD-ROM of the switch.
Usethe SNM P management application softwareto compilethe MIB file
first before performing any management operation.

5.8 Support

This guide covers the basic information about the management func-
tions supported by the managed switch. However, more features may be
included into future new software upgrade. Contact the deal er whereyou
purchased the switch for the availability of new software and/or techni-
cal support.

-27-



6. Console & Telnet Management

Thefollowing figureillustratesthelogin screen when aconsol e connec-
tion is established successfully.

Welcome to Telnet Server Xx.xx
login:admin

password:

Welcome admin

INET>

Factory default Username: admin
Factory default Password : 123

The main menu isshown asfollows:
Management Switching Hub Setup Menu
TCP/IP stack for ARM, wvx.xx
[1] Set IP Address

[2] IP Status

[3] View Port Status

[4] View Port Counters

[51 View STP Status

[6] Restore Default Value
[7] Update Firmware

[8] Remote Boot System

[9] Exit

Please Select (1-9)....
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6.1 Set IP Address
Select [1] from main menu to set | P address.

Please Input IP Address(XXxX.XXX.XXX.XXX):
Please Input Subnet Mask(XXX.XXX.XXX.XXX):
Please Input Gateway [P (XXX.XXX.XXX.XXX):

WARNING: change ip will kill all current net connec-
tion!!

IPAddress : Unique IP address designated to this switch
Subnet Mask : the subnet mask of the I P address specified above
Gateway : the IP address of the default gateway (router)

6.2 IP Status
Select [2] from main menuto view | P status.

IP Addr: 202.60.65.41
Submask: 255.255.255.1
Gateway: 202.60.65.1

-29-



6.3 View Port Status

Select [3] frommain menutoview al LAN port status. The port statusare

shown likefollowing table style:

Port LinkStatus PortControl

[11
[21
31
[41
[5]1
L6l
[71
&l
1

[Unlink]
[Link 1]
[Unlink]
[Unlink]
[Unlink]
[Unlink]
[Unlink]
[Unlink]
[Unlink]

[Disable]
[Enable 1]
[Disable]
[Disable]
[Disable]
[Disable]
[Disable]
[Disable]
[Disable]

Speed

[100]
[10 ]
[100]
[100]
[100]
[100]
[100]
[100]
[100]

Duplex FlowControl

[Full]
[Half]
[Full]
[Full]
[Full]
[Full]
[Full]
[Full]
[Full]

[Enable]
[Enable]
[Enable]
[Enable]
[Enable]
[Enable]
[Enable]
[Enable]
[Enable]

The port status definitions are:

Port Status States

Interpretation

Active link established

Port function is disabled.

Port function is enabled.

Full duplex mode.
Half duplex mode.

LinkStatus  Unlink No active link
Link
PortControl Disable
Enable
Speed 100 100Mbps.
10 10Mbps.
Duplex Full
Half
FlowControl Enable

Disable

Flow control function is enabled.

Flow control function is disabled.




6.4 View Port Counters

Select [3] frommain menutoview al LAN port status. The port statusare
shown likefollowing table style:

Port RcvGood RcvBad DropPkt XmitGood XmitBad XmitAbort
[1] 000000 000000 000000 000000 000000 000000
[2] 000018 000000 000001 000136 000000 000000
[3] 000000 000000 000000 000000 000000 000000
[4] 011422 000037 000770 000047 000000 000000
[5] 000000 000000 000000 000000 000000 000000
[6] 000000 000000 000000 000000 000000 000000
[7] 000000 000000 000000 000000 000000 000000
[8] 000003 000000 000000 000136 000000 000000
21 000000 000000 000000 000000 000000 000000

The counters are defined as:

RovGood : number of packets received successfully
RovBad : number of packetsreceived with error
DropPkt : number of packets dropped when receiving
XmitGood  : number of packets transmitted successfully
XmitBad : number of packets transmitted unsuccessfully

XmitAbort  : number of packets aborted when transmission
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6.5 View STP Status
Select [5] from main menu to view STP (Spanning Tree Protocol) status

and settings.

Port PathCost Priority StpStatus

[11
[21
31
[41
[5]1
L6l
[71
&l

0]
0]
0]
0]
o]
o]
o]
o]
0]

[128] FORWARDING
[128] FORWARDING
[128] FORWARDING
[128] FORWARDING
[128] FORWARDING
[128] FORWARDING
[128] FORWARDING
[128] FORWARDING
[128] FORWARDING

The definitions of settings and status are:

PathCost

Priority

The Spanning-Tree Protocol uses port path costs to
determine which port to select as aforwarding port.
You should assign lower numbers to ports attached
to faster media (such asfull duplex), and higher
numbers to ports attached to slower media. The
possiblerangeis 1 to 65535. The recommended path
cost is1000 jO LAN speed in megabits per second.

The port (physical or logical) with thelowest priority
value has the highest priority and forwards the
spanning-tree frames. The possible priority rangeisO
through 255 (decimal). The defaultis 128. If all ports
have the same priority value, the lowest port number
forwards the spanning-tree frames.
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StpStatus Ports which are enabled can be in one of the follow-
ing states:

Listening : Switches send messages to one another
to establish the network topology and the optimal
paths to the different segments of the network. Other
datais not transmitted.

Blocking : The switch entersthe Blocking Stateif a
path with higher priority isfound to exist during the
Listening State. Normal datais not transmitted.

Learning : Theswitch entersthe Learning State if no
path with a higher priority isfound during the
Listening State. Learned entries are entered in the
Unicast Destination Forwarding Table. Normal data
is not transmitted.

Forwarding : The switch entersthe Forwarding State
after having been in the Learning State for a pre-
defined time period. Normal dataistransmitted.

This menu only supports to view STP settings and status. To change
STP settings, use Web management method viabrowser software. Refer
to Web Management Operation manual of the switch for more details.
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6.6 Restore Default Values
Select [6] from main menu to restorefactory default settings.

Factory default settings are:

IP Address
Subnet Mask
Default Gateway

192.168.0.5
255.255.255.0
192.168.0.254

Spanning tree Disabled
Trunking Disabled
Sniffering Disabled
Port Control Enabled
Speed Auto
Duplex Auto
Flow Control Enabled
User Name admin
Password 123
RS232 Baud 38400
RS232 Data bit 8

RS232 Parity none
RS232 stop bit 1

RS232 flow control none
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6.7 Update Firmware

The switch supports Software Upgrade feature via two methods :
1. ViaWeb management TFTP Update Firmwarefunction. TFTPfile
transfer functions allow you to perform software upgrade over

network.

2. ViaConsoleport. Onefiletransfer utility program SFTREXE is
provided to perform software upgrade viaRS232 consol e port.

Console SFTP Utility
1. Connect your PC to the switch console port via PC COM port as
specifiedinsection 5.4.

2. Start the console management and select Update Fir mwar e command
from the main menu of console management screen. When <Waiting
...> message is shown on screen to indicate the switch is ready to
receivefilefrom console port.

3. Executethe utility program SFTRPEXE from your DOSwindow.

4. When finishing the file transfer, reboot your switch to make the
firmware update effect.

Contact your dealer for any new available software version.

Select [7] from the main menu to make the switch ready to receive firm-
warefilefrom console port. One DOS utility program SFTP.EXE ispro-
vided in the product CD-ROM. This program is used to download the
firmwarefilefrom PC to the switch viaCOM port and it must be executed
from DOSwindow.
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The steps are:
1. Connect your PC to the switch console port viaPC COM port.

2. Start the console management and select Update Fir mwar e com-

This message indicates the switch isready to receive file from
console port.

3. Executetheutility program SFTREXE from your DOSwindow. The
command syntax is:

C:\WINDOWS>SFTP n filename <Enter>
n: 1=COM1 2=COM2
filename: the file name of the new firmware

The prompts shown on DOS screen are asfollows:

C:\WINDOWS>SFTP 1 image.bin

| Down Load Program .......... |
| Usage: sftp 1[/2] <filename> |
| (Default: COM1,38400,8 Data, 1 Stop, NoParity)]

$Inputfile name : image.bin
$Need to change communication parameters?[Y/n]n

Transferring image.bin (xxx bytes) to
Data Transfer Finished.
C:\WINDOWS>




4. The processing messages shown on console screen are:

Please wait transfer image ... EPROM
Update ... .. .. ... data size IS XXXXX
Programming ... ... ..o finished.

5. When finishing the download, reboot the switch to make the update
effect.

6.8 Remote Boot System

Select [8] from Setup menu to reboot the system. This reboot function
allowsyou to perform awarm start to the system.
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7. Web Management

The switch features an http server which can serve the management
requests coming from any web browser software over internet or intranet
network.

Web Browser

Compatibleweb browser software with JAVA support
Microsoft Internet Explorer 4.0 or later

Netscape Communicator 4.x or later

Set P Addressfor the Switch

Before the switch can be managed from aweb browser software, make
sure a unique | P address is configured to the switch. Refer to Console
Management for how to set I P address.

7.1 Start Browser Software and Making Connection
Start your browser software and enter the IP address of the switch to

which you want to connect. The IP address is used as URL for the
browser software to search the switch.

URL : hittp:/X00 X 300X/
Factory default IPaddress: 192.168.0.5

Seethefigure below:

& Port 10/100M Intelligent Deskiop Swite icrosoft Internet Explorer

| Ele Edt View Favoites JTods Help

| & Bak - = - D[ 2| Dsesch GlFavartas vy | 5~ S W E
| Address [&] hip1oz.168.0.27
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7.2 Login to the Switch

When browser software connects to the switch successfully, a Login
screen is provided for you to login to the switch as follows:

Enter Metwork Password EHE

% Fleaze type pour uzer name and pazsword.

Site: 192.168.0.27
Realm index. htrn
User Name I

Pazsword I

I~ Save this password in vour password list

(i]:8 I Cancel

Login

Factory default Username: Admin
Factory default Password : 123
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The following screen shows welcome screen when asuccessful loginis
performed.

£ or & Fort 1(V100M In r c e L =18 x|
| Fle Edt Vew Favoies Tods Hep |ﬁ

| ® Bk » = - @ [EA & Diseach GilFavoies Hisoy | Tr- S W
| Agdess |@ it 1192 168,027 =

10100 45T ETHERNET EWITCH

Home
Port Status
Port Statistics

Administrator

|&] Dare [ [ [ Internst

In addition to the device image, the screen supports the following func-
tions on left side:

1. Home : home page and device image

2. Port Status : view all port status

3. Port Statistics : view all port statistic counters
4. Administrator : other management functions
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7.3 Port Status

2} Web Manags it 10/L00M Intellig vitch - Misrosft Intermst Bxplorsr 0 =lElx
| Fle Edi View Favoies Took Help E

J S ek - - @F A | Qh5earch B Favories {8 History ‘ B-SmE

| Adthess [&] i r1oz.168.027 =l

10700 F4ST ETHERNET TWITCH

The following infarmation provides a view of the current status of the unit

Bott:sctatos Port Link Port Auto- Speed Duplex Flow

Port Statistics Status Controls negotiation Status Status Control

bbb et 1 Down Disable Enable 100 Full Enable
2 | Down Disable Enable 100 Full Enable
3 | Down Disable Enable 100 Full Enable
4 | Down Disable Enable 100 Full Enable
5 | Down Disable Enable 100 Full Enable
6 | Down Disable Enable 100 Full Enable
7| Down Disable Enable 100 Full Enable
8 | Down Disable Enable 100 Full Enable
9 Up Enable Enable 10 Half Enable

|&] Done [ | Intemet

Click [Port Status] toview al LAN port statusin atablelist. Theinforma-
tionincludes:

Port No. : LAN Port number

Link Status : Up - link is active, Down - no link
Port Control : Port function is enabled or disabled
Speed Status : Connection speed used on the port
Duplex Status : Duplex type used on the port

Flow Control Status : Flow control function is enabled or disabled.
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7.4 Port Statistics

ISR
e Edt View Favoites Tools Help |

HBack + = - @ [0 G| Qseach B Favories BHistoy | - S B

Address [@] hp 192 168,027 =

10000457 ETHERNET EIITCH

Home The following information provides a view of the current status of the unit
Bork Sthtls Port|Send Good Send Bad|Send Abort Receive Good|Receive Bad Drop Pkt;
Port Statistics 1 o] 0O 0 0 0 0
Administrator 2 0 0 0 0 o 0

3 0 0 0 0 0 0

4 0 0 0 0 0 0

5 0 0 0 0 0 0

G a 0 a 0 0 0

7 a 0 a 0 0 0

3 a 0 a 0 0 0

9 435 0 0 7310 5 5763

Feset
|&] Done [ [ [ Internst

Click [Port Statistics] to view all port statistic counters. The counters
are:

Send Good : number of packets transmitted successfully
Send Bad : number of packets transmitted unsuccessfully
Send Abort : number of packets aborted when transmission
Receive Good : number of packets received successfully
Receive Bad : number of packets received with error

Drop Pkt : number of packets dropped when receiving

The countersarerefreshed periodically. Click [Reset] toreset all counters
to zero.
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7.5 Administrator

| & Back - =+ - D @ 4| Qsewch FHravortes By | By S 0 5
| Adthess [&] i t1oz.168.027 El

10000 F4 5T ETHERNET TWITCH

Home The following infarmation provides a view of the current status of the unit
BortStake Port|Send Good Send Bad|Send Abort|Receive Good|Receive Bad|Drop Pkt
Port Statistics 1 0 0 0 0 0 0
Administrator 2 0 0 0 0 0 o

3 0 0 0 0 0 0

4 0 0 0 0 0 0

5 0 0 0 0 0 0

6 0 0 0 0 0 0

7 0 0 0 0 0 0

8 0 O 0 0 0 0

9 525 0 0 7594 5 5853

Reset
|&] Done [ [ 4 Intenat

Click [Administrator] to perform more management functionsasfollows:

®* Basic

* Advanced

® Console Port Information
® Port Controls

® Security Manager

® System Manager
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7.5.1 Basic

ISR
Ele Edt View Favoites Todls Help |
Bk - = - @ A G| Qseach B Favories BHistoy | - S W

Address [#] p 192 168,027 =

'0CFAST ETHERNET TIITCH

Home [IP Address | SNMP Entries ]
Port Status
Port Statistics The following menu options provide some basic functions to allow a user to view and modify,

Administrator |P Address. and
SNMP Entries (Various Settings)

ity Manag
1 han.

|&] Done [ [ [ Internst

Click [Basic] to view or modify thefollowing settings:

* |P Address
* SNMP Entries
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IP Address

| ®Back - = - D E A Qeach G Favortes BHisoy | 5o S 1 =
| Adthess [&] i t1oz.168.027 El

10000 F4ST ETHERNET T WITCH

Home [IP Address | SNMP Entries ]
Port Status
Port Statistics Help

Administrator

Set IP Addresses

IP Address |[T92168035
Subnet_Mask|[155.255255.0
Gateway |192.168.0.1

Apply

|&] Done [ | Intemet

IP Address settings are:

IP Address : IP address of this switch
Subnet Mask : the subnet mask of the IP address specified above
Gateway : the IP address of default gateway (router)

Click [Apply] to makethe change effectiveimmediately. If you changethe
IP address, it will make your current connection disconnected.

~45-



SNMP Entries
Use scroll bar to view all settings asfollows:

x|
Ele Edt View Favoites Tods Help |
EBack - - @ A G| Qseach B Favories BHistoy | - S H
Addess [8] hpinoz 168027 =
10¢ DL Fa ST ETHERNET S TCH g
Home [IP Address | SNMP Entries ]
Port Status
Port Statistics Help
Administrator
SNMP Management
System Options
Name: |
Locatian |
Contact. |
Apply
Community Strings =l
|&] Done [ [ [ Internst
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Fle Edt View Favoites Todls Help

3
I

| ® Back - = - @ [EA & Dscach Gl Favoies BHisoy | Tr- S 0T
| Ag

Addiess |@ hitp:#192 168 0270 ﬂ
Community Strings =
S Current Strings Newr Community String:
Port Status public << Add << —l—
Port Statistics String:
Remove RO CRYW
Trap Managers
Current Managers: MNew Manager:
(nome) e Ad <
IP Address
Rerncve Commumlv: l—
=l
&1 oone || [ Internst
The SNMP settings are
Name : logical name of this switch
Location : where the switch is located
Contact . contact person
Community string list : list of authorized SNMP communities
Trap Manager list . list of SNMP trap managers

Only SNMP managers who are in the Community list can access this

device with the authorized accessright, RO or RW.

Click [Add] to add anew entry into list.
Click [Remove] toremoveaentry fromlist.
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7.5.2 Advanced

Eile  E View Favoites  Tools  Help

& Back - = - @ o} | Disearch [ Favortes (B Hisoy | B S w0 =]

Address [&] hitp#192.168 027

100708 FAST ETHERNET S WITCR

Home [ Spanning | Trunking | Sniffer]
Port Status
Port Statistics This provides some Advanced functions

Administrator

|&] Done

|4 Internst

Click [Advanced] inmenuto perform:

® Spanning : Spanning Tree protocol settings
® Trunking : Trunking settings
® Sniffer . Sniffer settings
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Advanced / Spanning

Spanning-Tree Protocol is a link management protocol that provides
path redundancy while preventing undesirableloopsin the network. For
an Ethernet network to function properly, only one active path must exist
between two stations.

Multiple active paths between stations cause loops in the network. If a
loop existsin the network, you might receive duplicate messages. When
loops occur, some switches see stations on both sides of the switch.
This condition confuses the forwarding a gorithm and allows duplicate
framesto be forwarded.

To provide path redundancy, Spanning-Tree Protocol defines atree that
spansall switchesin an extended network. Spanning-Tree Protocol forces
certain redundant data paths into a standby (blocked) state. If one net-
work segment in the Spanning-Tree Protocol becomesunreachable, or if
Spanning-Tree Protocol costs change, the spanning-tree algorithm
reconfigures the spanning-tree topology and reestablishes the link by
activating the standby path.

Spanning-Tree Protocol operation is transparent to end stations, which
are unaware whether they are connected to asingle LAN segment or a
switched LAN of multiple segments.
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& Back - % - D [F & | Diseach Bl Favortes (8 Hitop

Addiess [@] hipui1oz 168.0.27 =
Home [ Spanning | Trunking | Sniffer ]
Port Status
Port Statistics Help
Administrator
Set Spanning Tree
Root Bridge Information
Priority 32768
Mac Address |004016££0010
Root_Path_Cost 0
Root Fort we are root
Mazx Age 15 =l
[&1Dane [ [ |4 Intemet

File Edit Yiew F;

ites Tools  Help

& Back D [0 43| DSearch G Favortes B Histor |
Address [@] hep:/192.166.0 277 ﬂl
Set Spanning Tree H
Home
Port Status
Port Statistics Root Bridge Information
Lol Priority 32768
Mac Address 0040160010
Root_Path_Cost 0
i Root Port we are root
Max Age 15
Hello Time 3
Forward Delay 5
STP Port Status
I

&0 B
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- D@ A Qseach Gl Favarites Bhistoy | Tae S

Address [&] hep 1oz 168027

Home

STP Port Status

Port Status PortNum PathCost Priority

PortState

Port Statistics 0 128

FORWARDING

128

Administrator

FORWARDING

128

FORWARDING

128

FORWARDING

128

FORWARDING

128

FORWARDING

128

FORWARDING

128

FORWARDING

0| | -1 o | | et —
ol o|o| ool oo o

125

FORWARDING

Spanning Tree

Enable =

&1 Done

@ Internet

- @[ 2| Qseach Gl Favortes BHistay | By S I

Adsess [@] hip w10z 168.0.27 =
6 | 0 | 18 FoRWARDING E
Home
Port Status 7 0 128 |FORWARDING
o > g 0 126 |FORWARDING
SRR 9 0 | 128 FORWARDING
Administrator
Spanning Tree -
Enable
Priority 276k
Max Age 15
Hello Time g
Forward_Delay_Time |5

Apply

[&]Dane

[ |4 Intemet
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Click [Spanning] to view and change Spanning tree protocol settings.

The settings are;

Root Bridge Information

Priority

MAC Address

The priority is assigned to the switch. The higher
valueislower priority. Range: 0- 65535

The MAC address of the switch as a unique identi-
fier to the network.

Root_Path_Cost When this port is the root port, the path cost is the

Root Port

Max Age

Hello Time

Forward Delay

contribution of the path through this port to the total
cost of the path to the root for this switch.

The port that is closest to the Root Switch. Only one
port on each switch is assigned as the Root Port.

Maximum Age Timer measuresthe age of the
received protocol information recorded for a port and
ensures that this information is discarded when its
agelimit exceedsthe value of the maximum age
parameter recorded by the switch. The time-out value
for thistimer isthe maximum age parameter of the
switches. Range: 10 - 200 sec

Determines how often the switch broadcasts its hello
message to other switches. Range: 1 - 10 sec

Forward Delay Timer Monitorsthetime spent by a
port in the learning and listening states. The time-out
valueistheforward delay parameter of the switch.
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STP (Spanning Tree Protocol) Port Status

Port Number
Path Cost

Priority

Port Status

TheLAN port ID

The Spanning-Tree Protocol uses port path costs to
determine which port to select as aforwarding port.
You should assign lower numbers to ports attached
to faster media (such asfull duplex), and higher
numbers to ports attached to slower media. The
possiblerangeis 1 to 65535. The recommended path
cost is 1000 jO LAN speed in megabits per second.

The port (physical or logical) with the lowest priority
value has the highest priority and forwards the
spanning-tree frames. The possible priority rangeis0
through 255 (decimal). Thedefaultis128. If all ports
have the same priority value, the lowest port number
forwards the spanning-tree frames.

Ports which are enabled can be in one of the follow-
ing states:

Listening : Switches send messages to one another
to establish the network topology and the optimal
paths to the different segments of the network. Other
datais not transmitted.

Blocking : The switch entersthe Blocking Stateif a
path with higher priority isfound to exist during the
Listening State. Normal datais not transmitted.

Learning: Theswitch entersthe Learning State if no
path with a higher priority isfound during the
Listening State. Learned entries are entered in the
Unicast Destination Forwarding Table. Normal data
is not transmitted.

Forwarding : The switch entersthe Forwarding State
after having been in the Learning State for a pre-
defined time period. Normal dataistransmitted.
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Advanced / Trunking

IR
Fle Edt View Favoites Todls Help |
Bk - = - @ [0 G| Qseach B Favories BHistoy | - S B

Address [@] hp 192 168,027 =

10000 F4 ST ETHERNET EIITCH

Home [ Spanning | Trunking | Sniffer]
Port Status
Port Statistics Help

Administrator

Trunking Port Setting

Trunk Port selection
MNons << Update << |No tnmking j

&1 Dore [ % Tatemst

The switch can support up to two trunks. Each trunk is composed of two
trunking ports. Select one configuration from the following four options:

None : No trunking

Port (1,2) : Use port 1 and port 2 to compose one trunk.
Port (7,8) : Use port 7 and port 8 to compose one trunk
Port (1,2)(7,8) : Use port 1 and port 2 to compose one trunk and

use port 7 and port 8 to compose another trunk
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Advanced / Sniffer

EL =121
Fle Edi View Favoites Took Help |
| & Back - - D @ 4| Qsewch FEravortes By | By S B 5
| Adthess [&] i r1oz.168.027 El
10708 Fa 5T ETHERNET S WITCH 7
=

Home

Sniffer Port Management

Port Status

Port Statistics Monitor Port Port

Administrator (nome) <= Add < |[port] ~
o]
Remnove

Sniffer Port Port
Portl <= Update <= portl -
|&] Done [ |4 Intemet i

This screen support sniffer port management. The configurations in-
clude one monitored port list and one sniffer port.

Select oneor more LAN portsinto the monitored port list. All port traffic
of monitored ports will be forwarded to a designated sniffer port at the
sametimewhen thetraffic occur.

Click [Add] toadd one LAN port into monitored port list.
Click [Remove] toremoveoneLAN port fromthelist.
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Fle Edt Wiew Favales Took Help |

& Back - % - @ [ 4| Qseach FHravaries (BHiey | By S
Adhess [&] i #192.168.0.27 E

=
Home .
i Sniffer Port Management
Port Statistics Monitar Port Port
Administrator Trone) << pddc | [ponl =
¢ Remove

Sniffer Port:
[Portl <= Update <<
|&] Dore [T [ Intemet

Select one switched port asasniffer port. Sniffer port canreceiveall port
traffic forwarded from all monitored ports. The sniffer port can not beone
of the members of monitored port list.

Click [Update] to change sniffer port.
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7.5.3 Console Port Information

3 _i5x]
| Bl Edt View Favaites Took Help [ = |
| & Back - =+ - D @ 4| Qsewch FHravortes By | By S w5

| Adthess [&] i t1oz.168.027 El

Home Help

Port Status
Port Statistics Console Information

Administrator

[Bandaleitsiec) 38400

|&] Dane [ [ |4 Internst

Click [ConsolePort Infor mation] from Administrator sub-menuto view
console port information. They are;

BaudRate (Bit/sec)
Data Bits

Parity Check

Stop Bits

Flow Control
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7.5.4 Port Controls

Fle Edt View Favortss Tools Help
HBack + = - @ [0 G| Qseach B Favories BHistoy | - & B
Addess [8] hpinoz 168027 j\

10000 F4 5T ETHERNET T WITCH

Home ‘Pon | Control ‘ Speed ‘Duplex ‘ Flow Control

Port Status 1a

Port Statistics % Bz 7] | [Bmo =] | [Ewolw Enatle |~
Administrator 4
Configure

The following information provides a view of the current status of the unit

Irle |

Port Link Port Au!o-. Speed Duplex Flow
Status Controls negotiation Status Status Control
1 | Down Disable Enable 100 Full Enable —
2 | Down Disable Enable 100 Full Enable
3 | Down Disable Enable 100 Full Enable
4 | Down Dizable Enable 100 Full Enable |
|&] Done || [ Internst

Click [Port Controls] from the menu to configure LAN ports. The con-
figuration options are:

Port Control : Enable, Disable
Speed Setting : Auto, 100M, 10M
Duplex Setting : Auto, Full, Half

Flow Control Setting  : Enable, Disable

Note:
Port Control - enable or disable port function
Auto - Auto-negotiation is enabled.

-58-



7.5.5 Security Manager

=l8lx|
| Ele Edt View Favortes Tk Help E
| & Back - =+ - D @ 4| Qsewch FHravortes By | By S 0 5
| Adthess [&] i r1oz.168.027 El

Home
Port Status
Port Statistics User Name: pdznin
Administrator Assign/Change password: l***—
Recontirm password: e
Aply
|&] Done L

Click [Security Manager] to view or change user name and password.
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7.5.6 System Manager

Fle Edt View Favoites Todls Help

= Back - @ [ | Qseach Gl Favortes Histoy
Addess [8] hpinoz 168027 ﬂ‘

OCFAST ETHERNET T

Home [TETP Update Firmware | Remote Boot System ]

Port Status

Port Statistics The following menu options provide some system control functions to allow a user to update
e firrmware and remote boot switch system:

Administrator

TFTP Update Firmware, and

Remote Boot Systern .

ity Manag
1 han,

|&] Done [ [ [ Internst

Click [System M anager] to perform:

* TFTP Update Firmware
* Remote Boot System
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TFTP Update Firmware

=l8lx|
| Ele Edit View Favotes Took Help
J Sk - - @F A | Q5earch 3 Favories (B History ‘ B-SwE
| Adthess [&] i t1oz.168.027 El

Home [ TFTP Update Firmware | Remote Boot System ]
Port Status

Port Statistics Help

Administrator

#s TFTP Download New Image

TFTP Server IP Address [T92.1630.117

Firmware File Name  |[imagetin

Apply

|&] Done [ | Intemet

[TFTP UpgradeFirmwar €] performs software upgradevia TFTP proto-
col. Before doing TFTP operation, one TFTP server isrequired and in-
stalled in the network to support thefile transfer with the switch. Specify
thefollowing information for TFTP operations:

TFTP Server IP Address: |IP address of the TFTP server where the
firmware is downloaded from.

Firmware File Name . file name of the firmware to be received
from TFTP server

Click [Apply] to start TFTPfiletransfer operations.
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When download is completed, a confirmation screen is shown as fol-
lows:

3

| Fle Edt Vew Favoites Tods Hep |ﬁ

| ® Back » = - @ [EA @& Dscach GilFavoies Hisoy | Fr- S 0T
| Agddess |@ 1192 168,027 =

10000 F4 ST ETHERNET T WITCH

Home [ TFTP Update Firmware | Remote Boot System]
Port Status

Help
Port Statistics

Adininistrator Image download complete. Would you make sure to update
firmware?

TUpdate Fianware

&1 Dore [ |4 Internst

Click [Update Firmwar €] to confirm updateto the switch. A reboot screen
shows up afterward to request for areboot operation. Refer to next sec-
tionfor moreinformation.

The updated firmware file can be obtained from vendor web site or up-
dated CD-ROM . Contact your dealer for any available software release.
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Administrator

Reboot Switch System

)

|&] Done [ | Intemet

After afirmware upgrade, you must reboot the switch to start new firm-
ware. Click [Reboot] to reboot the switch.
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